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ABSTRACT

In today's digital world, where the exchange of information is an integral part of our daily lives, ensuring information security
becomes a critical task. This work aims to develop an information protection module for data encryption on the BeagleBone
platform for data transmission systems with increased crypto resistance. It is a hardware system based on a BeagleBone Al 64
microcomputer with antennas for transmitting/receiving data. Since the information is transmitted over a physically unprotected
channel, developing a module that will encrypt the data is necessary. The information protection module ensures the confidentiality
of the transmitted data in the system using the AES symmetric encryption algorithm with a variable key length (128/192/256 bits).
Regardless of the hardware platform, it is characterized by universality, as it can be run on the Linux kernel adapted for use on
embedded systems. Provides options for configuring protocols and encryption algorithms. In the process of developing the security
module, modern encryption methods and algorithms were used (AES 128/192/256 — for data encryption, RSA — for the distribution
of secret keys), in addition, a lightweight protocol for secure data transmission Scplight was implemented as an alternative to
OpenSSL, which improves transfer speed on low-power hardware platforms. The developed information protection module has
undergone thorough testing on a real system. The development of the information protection module is based on the need for a
universal component that provides high-quality data protection in wireless communication systems. This module will accelerate the
development of relatively affordable physical means of secure communication, a critical part of such projects. The module is
implemented as a library written in the C language, which implements an API for establishing a secure connection and further
forwarding information over an unprotected transmission channel. In addition, a configurator program allows you to change the
module settings even in real-time when client applications use it. This ensures continuous, seamless, and secure data exchange and
convenient configuration of the module. Many supporting libraries were used in the development process, including Crypton,
Libgerypt, Openssl, Ncurses and Sqlite3.
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INTRODUCTION communication channels. Information is transferred
at the following levels:

— Physical layer — work with the transmission
media;

— Data link layer — physical addressing;

— Network layer — route determination and
logical addressing;

— The transport layer — a direct connection
between the final points;

— Session layer — communication session
management;

— The presentation layer — the presentation of
data;

— Application layer — access to network
services.

Today, data security is a critical aspect of
information technology. It plays a crucial role in
protecting sensitive and confidential data, including
information on government and commercial
institutions and users' data. Protection against
cybercrime and other threats is becoming
increasingly complex due to the constant
development of technology and the growth of data
volumes, which requires continuous improvement of
data security methods and cryptographic algorithms.

Encryption is the primary means of ensuring the
confidentiality = of data  transmitted over
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Different security protocols are used at each of
the above layers.

A form of hardware-implemented encryption is
used at the physical layer, for example, frequency
spectrum protection.

The data link layer uses tunneling protocols
such as PPTP, L2F, and L2TP [1], which are
protocols for forming a secure channel.

At the network layer, there is authentication of
exchange participants, encryption and tunneling of
traffic transmitted between nodes, for example,
using the IPSec protocol stack [2].

The session and presentation layers use SSL
and TLS protocols [3].

The application layer uses independent data
encryption with the help of applications [4].

The development of the information protection
module is based on the need for a universal
component that provides high-quality data protection
in wireless communication systems. This module
will accelerate the development of relatively
affordable physical means of secure communication,
a critical component for such projects.

1. ANALYSIS OF LITERARY DATA

Cryptography has been used for thousands of
years to help ensure the privacy of communication
[5, 61, [7].

A cryptosystem is a complete specification of
keys and how they are used to encrypt and decrypt
information. A cryptosystem ensures the security
and confidentiality of data by applying
cryptographic methods. Encryption algorithms,
which are the basis of cryptosystems, ensure the
transformation of the original text into encrypted
text using mathematical operations. Encryption keys
are used to identify and protect access to encrypted
data uniquely.

Now, we will consider the types of
cryptosystems in more detail. Today, two types are
defined: symmetric and asymmetric cryptosystems
[4, 51, [6, 7], [8, 9], [10, 11], [12, 13], [14, 15], [16,
171, [18, 19], [20, 21], [22].

In symmetric cryptosystems, the same key is
used to encrypt and decrypt a message.

The secret key must be known only to the
sender and recipient. A disadvantage of secret-key
cryptography is that the two parties must somehow
be able to agree on the secret key in advance (before
they want to send a message to each other). They
can agree on a secret key quite securely when

communicating live, but there is a problem with
remote locations. One of the possible solutions is the
use of asymmetric cryptosystems, or, as they are
also called, public key cryptosystems [4-8].

In asymmetric cryptosystems (with a public
key), two different keys are used instead of one: a
public key, which is known to everyone, and a
private key, which is secret and known only to the
owner. A message encrypted with a public key can
only be decrypted with the corresponding private
key. Asymmetric encryption is used for purposes
such as key exchange and digital signature.

Public-key cryptography eliminates the need for
two parties to agree on a secret key beforehand.
However, a way to distribute public keys securely
remains to be devised. Public key certificates are one
of the common methods of combating this problem
[7,13], [14].

Cryptosystems are also usually divided into the
categories of stream ciphers and block ciphers.

Stream encryption performs data operations on
a byte-by-byte basis. It uses a key and generates a
sequence of pseudo-random bits combined with the
plaintext to produce the ciphertext. One of the most
famous stream encryption algorithms is RC4. Stream
encryption often transmits a rapid data stream, such
as network traffic or video streaming.

Block encryption divides the plaintext into
blocks of a fixed size (e.g., 64 or 128 bits) and
encrypts each block independently. Block
encryption algorithms are used to encrypt entire
blocks of data. The most common block encryption
algorithm is AES (Advanced Encryption Standard).
It uses 128-bit blocks and supports keys of different
lengths (e.g., 128, 192, or 256 bits) [23, 24], [25,
26], [27, 28], [29].

2. THE PURPOSE AND OBJECTIVES
OF THE RESEARCH

This work aims to develop an information
protection module for data encryption on the
BeagleBone platform for data transmission systems
with increased crypto resistance. It is a hardware
system based on the BeagleBone Al 64
microcomputer [30] with antennas for
transmitting/receiving data. The security module
should provide means for secure information
transfer while providing clients with a user-friendly
interface that hides the implementation itself and
abstracts the entire internal process at the level of
available APIs. In addition, the information
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protection module must store its configuration in the
database. These parameters will determine the
parameters of its operation. Interaction with this
database must be done through a configurator
program with a user interface.

The following actual scientific and practical
problems are solved in the work:

— Developing a software tool for secure
information transmission on the BeagleBone
platform for data transmission systems with
increased crypto-resistance. The AES 128/192/256
algorithm was used for data encryption, and the RSA
algorithm was used for the distribution of secret
keys;

— development of a lightweight Scplight secure
data transfer protocol as an alternative to OpenSSL;

— Test the developed software and verify the
received data.

3. RESEARCH METHODS

The BeagleBone AI-64 microcomputer is a
high-performance single-board computer with a 64-
bit processor based on the ARM Cortex-Al5
architecture. This computer supports a suite of
interfaces, including Ethernet, HDMI, and USB, as
well as support for network protocols such as Wi-Fi
and Bluetooth.

The BeagleBone AI-64 differs from other
single-board computers because it has a specialized
intelligent processor supporting artificial
intelligence, including machine learning and neural
networks. This makes it ideal for Al-related projects
such as pattern recognition, natural language
processing or robot management.

Encryption was performed using the AES
(Advanced Encryption Standard) algorithm with an
encryption block size (the block with which the
algorithm works internally; its size is not variable)
of 128 bits. Different key lengths were also used
(possible values are 128/192/256 bits).

4. RESEARCH RESULTS

This work aims to develop an information
protection module that will be used as a component
of a data transmission system consisting of
transmitting and receiving devices. Information is
shared between these devices using antennas. Since
the data will be sent in an open, unprotected
environment, it is necessary to implement a module
to protect this information. The use of the wireless
method of data transmission is determined by the

faster and cheaper deployment of such a system.
That is why the relevance of implementing such a
module is immediately apparent. The wireless
environment provides everyone with the right
equipment and open access to data, which is worth
noting. It is relatively cheap and widespread to
purchase and use. The system is based on the
BeagleBone Al 64 microcomputer, a single-board
computer developed by BeagleBoard.org. This
computer is based on the Texas Instruments
AMS5729 processor, which has two Cortex-Al5 and
four Cortex-M4F cores. This allows the BeagleBone
Al 64 to combine microcontrollers' computing
power and flexibility on a single board.

The Scplight lightweight data transfer protocol
was designed to implement the information
protection module. The lightweight protocol was
designed using a standard scheme where the channel
configuration parameters are synchronized first,
after which direct data transfer begins. The first
stage — handshake (synchronization), allows you to
inform the opposite side of the communication about
the parameters used to enable the other side to
configure local structures and work mechanisms, in
particular, to choose the desired implementation of
the security protocol and to configure the correct
encryption algorithms. At this stage, the RSA
algorithm is used to deliver the secret key to the
other party of the communication. The second stage
involves encryption and sending/receiving data.
AES symmetric encryption algorithm is used to
ensure information confidentiality.

The format of the protocol header files is as
follows:

[Message Type | Message Length | Message Data]

Let's consider each of these fields separately:

The message type is defined as a 1-byte field
that facilitates handling Scplight protocol messages.
There are four types available to choose from,
presented in Table. 1. The message length is defined
as a 4-byte field containing the payload's length.

The message data is defined as a data array with
the size of “Message Length”. Depending on the
type of Scplight, the message may contain either
“bare” data (DATA type) or data in configuration
format (HANDSHAKE type).

The format of the configuration parameters is
defined as follows:

[Security Protocol | Cryptographic Algorithm]
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Table 1. Scplight security protocol message types

Numerical Message Type Purpose
Value
0 HANDSHAKE Used during the handshake phase
1 ACK Used as confirmation, helps to synchronize the
parties of communication
2 DATA Indicates a message with user data
3 CLOSE Used to suspend the use of a secure channel

Source: compiled by the authors

Let's consider these fields in more detail.
The security protocol is a 1-byte field. Valid
values are presented in Table 2.

Table 2. Valid values of secure data transmission
protocols in the configuration header

Numerical
Value Protocol
0 Scplight
1 OpenSSL

Source: compiled by the authors

The cryptographic algorithm is a 1-byte field.
Valid values are presented in Table 3.

Table 3. Valid values of cryptographic algorithms
in the configuration header

le;:ﬁri:al Cryptographic algorithm
0 AES-128
1 AES-192
2 AES-256

Source: compiled by the authors

The real-time synchronization mechanism
allows remote reconfiguring of the security module,
for example, from the access server (ACS). In
implementing this capability, two main approaches
were tested: reconfiguration via a separate channel
and wusing a data link for -configuration
synchronization (single channel). As a result, the
latter was chosen.

The first method involves establishing at least
two connections. The first of them is service. It is
created at the beginning of the system operation and
is used only to synchronize the work of the

communication parties. Initial messages are
transmitted using a predefined secure data transfer
protocol. All client data is transmitted over a
separate data connection. This approach has several
advantages: less traffic must be sent, and there are
no minimum delays for processing configuration
data in the single-channel method. However, we also
have disadvantages, in particular: the logic of the
system's  operation  becomes much  more
complicated, and end-to-end synchronization of
various parts of the module is necessary. For
example, during the configuration process, you must
prohibit data exchange.

In contrast, the single-channel approach has a
much simpler implementation and does not require
additional synchronization between the parties. The
price is an additional service header to each user
data message. The other party analyzes them and
determines the configuration change. The
mechanism is designed according to a similar
principle to the Scplight protocol, which uses empty
ACK and CONFIG messages (containing new,
updated operating parameters).

It was decided to implement the information
protection module as a library. Two methods are
available on the user side: writing data (on the
transmitter side) and reading data (on the receiver
side). The encryption module performs all work on
securing this data per the system's configured
parameters.

Another variant of its execution was also
considered, namely in the form of a separate
program. This approach has several advantages,
including better isolation of the environment. At the
same time, it has disadvantages: to perform each
operation, it is necessary to run this program with
the required parameters. If data is sent at specific
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intervals, time will constantly be lost to establish a
secure connection.

In case of successful login, we will go to
another window, which, depending on the user's
role, contains different selection options. In
particular, when logging in with the “User” access
level, only the “Configure module” option will be
available for selection without the possibility of
changing any settings — only viewing. The “Manager
users” tab will not be available for this role.

The entire menu is designed as lists that expand
to the left when you press the “Enter” key or the
right arrow. Pressing the left arrow will collapse the
current menu. For convenience, selecting a list item
at the lowest level automatically collapses it. A
complete exit from the configurator is implemented

by pressing the “Q” key. Each security protocol has
its list of parameters that can be configured. Even
though they currently have a typical setup, this
approach is much more flexible for further system
development.

When designing the interface of the
configurator program, heuristics of interface design
were used, including consistency and standards,
stylish and minimalist design, flexibility and
efficiency of use.

Also, for the information protection module, a
class diagram was developed and presented in Fig.
1, a deployment diagram (Fig. 2), and a sequence
diagram to display the algorithm of the Scplight
security protocol (Fig. 3).

sccwe module g ' sevare module proiocol backend Lo | _backeng
[ a
....... ymEs- 11 3
scplight backend | s
[] L )
secure_modisle ulils
seplight_util - 1
BECun: module config [& L1 cached buf
[]
scplight_msg
_
[] .
| secume_modile_config backend
scplighl_header

' secure_moduie config sglite_reades

proftocal_config_openss] protocol_config general protocol_config scplight
Fig. 1. Class diagram for the information protection module
Source: compiled by the authors
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Fig. 2. Deployment diagram for the information protection module
Source: compiled by the authors
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In the data protection module library, a
generalized interface for working with security
protocols was implemented using pointers to
functions that mimic the behavior of virtual
functions. This approach was used to implement
support for two different security protocols: TLS and
Scplight. The secure module entity contains the
general logic of working with security protocols.
When using this object, first, the socket descriptor is
set, and the process of connecting/accepting clients
is followed by data transfer. These steps are the
same regardless of the choice of data transfer
protocol, so these steps are described using function
pointers that refer to the desired implementation,
depending on the configured data protection module
configuration. Binding to the required functions
occurs when creating an object of the secure_module
type.

When initializing a security module object, the
configuration is read first. Depending on the selected
parameters, these pointers are initialized by the
corresponding functions.

Another essential component of the system is
implementing a separate protocol for encrypted data
transmission, which is easy and fast to send, as it
implements only the minimum required for secure
communication. The implementation is contained in
the logical entity Scplight backend. The operation
of the protocol itself is described by a state machine,
which explains its logic in a more precise, defined
and structured way to prove the correctness of the
operation of such an essential and basic unit. No
generative templates were used during its
description; all states are described directly using
enumerations and the logic is defined in switch-case
blocks.

One of the advantages of this information
protection module is the ability to define the
configuration dynamically. In real-time, without
interrupting the work of the client application,
changes are applied to a secure channel with a
change in key sizes or a complete change in the
secure protocol for data transfer. From the outside,
users continue to use the write and read data APIs
without needing additional calls or validations. The
configuration change detection was implemented by
monitoring the database file in the file system. This
approach is possible because Sqlite3 is implemented
as a serverless database, and therefore, we have a
guarantee of changes to the configuration file only
when we perform similar operations ourselves. This
architecture allows you to manage the configuration

update process effectively and avoid changes to the
database file without updates. From the library's
side, this means unquestioning interpretation of all
changes to such a file as module configuration
updates. When creating a data protection module
object, the client side runs the monitor logic in a
separate thread, which uses the inotify mechanism
implemented by the Linux kernel. Built on events, it
allows you to reduce the load on the system
compared to constantly checking the status of files
using select — an alternative monitoring method. In
addition, it provides a broader range of events that
can be tracked, including modification, creation,
deletion, and movement of files and folders. In
general, using inotify provides a more productive
and flexible way to monitor file system changes
compared to other methods. Accordingly, the
companion thread uses a minimum of resources. For
single-core systems, it is also possible to implement
similar behavior within the main thread (for
example, for systems running on Cortex-M4 series
processors). Considering that the Beagle Bone Ai
has a dual-core Arm Cortex-A72, the decision was
made to run the monitor in a separate thread to
preserve maximum performance when transferring
data in general.

An accompanying sm conf program was
developed for access control (to change module
parameters) and configuration of its parameters. The
user interface is implemented using the Ncurses
library and its derivative menu library, which
provides a convenient means of creating control
primitives using a symbolic representation. This
decision was made due to the greater versatility of
this approach: windowed environments usually
require more system resources, which could be more
efficient in the context of embedded systems. To
facilitate the understanding of the multi-level menu
system, which has prospects to grow significantly in
the development and addition of new features, an
auxiliary menu abstraction was implemented on top
of the menu. It supports submenus and various
hooks that allow you to write the logic for multiple
events conveniently and clearly. In particular, the
preshow hook, launched every time a specific menu
is drawn, will enable you to provide an optimized
approach to accessing data in the database.

4. EXPERIMENT AND RESULTS

A series of experiments was carried out to test
the performance of the developed module.
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Encryption was performed using the AES
(Advanced Encryption Standard) algorithm with an
encryption block size (the block with which the
algorithm works internally; its size is not variable)
of 128 bits. By the size of the block (chunk) in Fig. 4
and Fig. 5, we mean the portion of encrypted
information (the size of the file). Different lengths of
keys were also used (possible values — 128/192/256
bits). For each configuration of the symmetric AES-
128/192/256 algorithm, with different sizes of data
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Encryption speed. During experiments on the
BeagleBone-Al platform, a significant decrease in
the rate of encryption/decryption of information was
noticed due to the uneven distribution of resources
by the system itself. In particular, the subsidence
was 75-86 % of the maximum speeds. For example,
one series of test data determined the encryption
speed of a 1 MB file with a portion size of 16 Kb as
16.64 Kb/s. In contrast, another series of tests gave a
rate of 2.29 Kb/s (Fig. 6). Considering this feature of
the platform, all values were calculated using the
root mean square (RMS) formula to reduce the
weight of test samples with a significantly reduced
speed in the entire mass of conducted tests.

Decryption speed. According to the obtained
results, it can be concluded that the highest rates can
be achieved for small files with a portion size of
16Kb and 32Kb. The best universal data portion
sizes are 32 KB and 524 KB. As the file size
increases, the speed decreases by half from 16+ Kb/s
to ~8 Kb/s (Fig. 7). At the same time, it can be seen
that “average” portion sizes work best on smaller
files, while for large data — the largest ones.

On the BeagleBone-Al, there is no significant
difference between encryption/decryption speeds.
However, in some cases, encryption worked slower
(maximum by 15 %).

CONCLUSIONS AND PROSPECTS OF
FURTHER RESEARCH

This work describes the developed information
protection module for data encryption (based on the
AES symmetric encryption algorithm) on the
BeagleBone platform for data transmission systems
with increased crypto resistance. It is a hardware
system based on a BeagleBone Al 64
microcomputer with antennas for
transmitting/receiving data. The security module
provides the means for secure information transfer

while providing clients with a user-friendly interface
that hides the implementation and abstracts the
entire internal process at the level of available APIs.
In addition, the information protection module stores
its configuration in the database.

A lightweight Scplight security protocol has
been developed, an essential component of the entire
system. A description of its implementation is
provided, the central part of which is a defined state
machine, which makes it possible to describe the
behavior of the entire protocol deterministically and
clearly. An explanation is also provided regarding
the operation of the real-time security module
configuration change, which at the primary level is
implemented through database file monitoring,
taking into account the architectural features of the
SQLite3 library. In addition, a basic description of
the internal structure of the configurator program has
been added: the main components of the
implementation of the user interface, including a
fairly developed abstraction of menu work, written
on top of the ncurses library.

During experiments on the BeagleBone-Al
platform, a significant decrease in the speed of
encryption/decryption of information was noticed
due to the uneven distribution of resources by the
system itself. In particular, the subsidence was 75-
86% of the maximum speeds. According to the
obtained results, it can be concluded that the highest
rates can be achieved for small files with a portion
size of 16Kb and 32Kb. The best universal data
portion sizes are 32 KB and 524 KB. As file sizes
increase, the speed is halved from 16+ Kb/s to ~8
Kb/s. At the same time, it can be seen that “average”
portion sizes work best on smaller files, while for
large data — the largest ones.

In the future, the authors plan to work on
increasing the data transfer speed and the possibility
of cross-platform implementation of this module.
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AHOTALIS

Y cydacHOMy OU(PpPOBOMY CBiTi, J¢ OOMIH iH(QOpMAIi€I0 € HEBiA'€MHOI0 YACTHHOIO HAIIOTO IOBCAKICHHOTO JKHUTTS,
3abe3nedyeHHs Oe3neku wiei iHpopMamil crae HaA3BHYAaHHO BAXJIMBUM 3aBIaHHAM. MeTol0 JaHOi po6oTH € po3poOka MOmYs
3axucTy iHGopMmamii ans mmdpyBaHHS naHux Ha Tuatgopmi BeagleBone mis cuctem mepenaBaHHS OaHWUX 3 ITiIBHIIEHOIO
KpHUITOCTiHKicTIO. B 3arampHOMY Ie amapaTHa crcTeMa Ha OCHOBI Mikpokomil'rorepa BeagleBone Al 64 3 Habopom aHTeH s
nepenadvi/mpuitManss faHnx. OCKUTBKY iHpOpMaLis nepeaacTses no (i3MYHO He3axXHUIIEHOMY KaHalli, IIOTPiOHO po3pOoOHTH MOJYIb,
skuii mudpyBatiMe naHi. Moayib 3axucty iHpopManii 3abe3medye KOH(DIACHUIHHICTH NepefaHMX MAaHMX B CHUCTEMi Ta
XapaKTEePU3YEThCSI YHIBEPCANBHICTIO HE3aJeKHO BiA amapaTHOl IUIaTOpMH, OCKUIBKM MOXKE 3amyckaThcs Ha sapi Linux,
MIPUCTOCOBAHHUN /I BUKOPHCTaHHSA Ha BOYIOBAaHUX CHCTEMaX, HAJa€ MOIWBOCTI Uil KOHQIryparii MpOTOKOJIB Ta alrOpHTMIB
mmdpysanss. [lIndpyBanas — 1ie 000poTHE HEPETBOPEHHS JTaHUX, 3 METOI0 IpUXoByBaHHs iHpopmarii. [lIudpyBanHs BinOyBaeThcs
i3 3aCTOCYBaHHAM KpunTorpadiutoro kiroya. Kirrod — 1ie neBHa KiJIbKiCTh CUMBOJIIB, COOPMOBAHUX BITBHUM YHMHOM 3 CHMBOJIIB, 1110
JOCTYIHI y cucteMi mmppyBanHsi. Meronu mmpyBaHHS B OCHOBHOMY TOAUIIIOTH Ha CHMETPHYHI Ta acHMETpW4YHI. Y Tporeci
po3poOku Moaynst Oesneku OynM BHKOPHCTaHI CydacHi METONW i anroputMmu mmpyBaHHs, KpiM Toro, OyB peanizoBaHHI
CIIPOIIEHUI aNTOpUTM Ui Oe3nevyHoi mepenadi AaHHWX, W0 IMOKpallye MBHAKICTh Mepeladi Ha MaJONOTYXKHUX amapaTHUX
wiatgopmax. Po3poOnennit Momynb 3axucTy iHpOpMaIlii MPOKIIOB peTesibHEe TECTyBaHHS Ha peanbHild cuctemi. Po3poOka Momyms
3axucTy iH(popMamii oOrpyHTOBaHa HEOOXiMHICTIO YHIBepCalbHOI KOMIIOHEHTH, siKa 3a0e3ledye BHCOKY SIKICTh 3aXHCTy NaHUX Y
0e3mpoBiqHNX cucTeMax KoMyHikamii. Llelt MOgymb 103BOJMHTH NMPUCKOPUTH PO3POOKY TOPIBHSHO AOCTYMHHX (pi3M4HHMX 3aco0iB
0E3MEeYHOTO0 3B'SI3KY, KU € KPUTHYHO BOKJIMBOKO CKIAJOBOIO JUIS TAaKUX MPOEKTIiB. Moayab peani3oBaHUil y BUIIIAAI Gi0TiOTEeKH,
Harucanid Ha MoBi C, ska peamizye APl mis BcTaHOBIEHHS Oe3MeYHOTO 3'€IHAHHS Ta MOAAIBIIOrO OE3MEYHOrO IMepecHIaHHSI
iHpopMamii Mo He 3axWIICHOMY KaHaly Tmepenadi. J[omaTkoBo, iCHye mporpama-KoHQIryparop, ska JIO3BOJSIE€ 3MIHIOBATH
HaJAIITYBaHHS MOAYJSl HaBiTh B PEXHMi pPEaJbHOrO Yacy, KOJM TOW BHKOPHCTOBYEThCS KII€HTCHBKHMH 3acTOCyHKamu. lLle
3abe3neuye Oe3nepepBHAN, OE3MIOBHHN Ta Oe3MeYHNI OOMiH JaHNMH, a TAKOXK 3pyYHE HANAIITYBAaHHS MOIYJIA. B mporeci po3pooku
OyI10 BUKOpHCTaHO OaraTo JOMOMIXHUX 0i0moTek, 30kpeMa crypton, Libgerypt, Openssl, Ncurses Ta Sqlite3.
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